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Abstract:

In this work, we propose the user activity identification/channel estimation

algorithm and design the efficient random access scheme for massive
machine-type communications.

In the first part, we propose a transmission control scheme and design an
approximate message passing (AMP) algorithm for the joint user identification
and channel estimation (JUICE) in massive machine-type communications. By
employing a step transmission control function for the proposed scheme, we
derive the channel distribution experienced by the receiver to describe the effect
of the transmission control on the design of AMP algorithm. Based on that, we
design an AMP algorithm by proposing a minimum mean squared error (MMSE)
denoiser, to jointly identify the user activity and estimate their channels. We
further derive the false alarm and miss detection probabilities to characterize the
user identification performance of the proposed scheme. Furthermore, we
optimize the transmission control function to maximize the network throughput.
We then propose a deep learning aided list AMP algorithm to further improve
the user identification performance. A neural network is employed to identify a
suspicious device which is most likely to be falsely alarmed during the first round
of the AMP algorithm. We propose to enforce the suspicious device to be inactive
in every iteration of the AMP algorithm in the second round. The proposed
scheme can effectively combat the interference caused by the suspicious device
and thus improve the user identification performance.

In the second part, we investigate the design and analysis of coded slotted
ALOHA (CSA) schemes for massive machine-type communications in the
presence of channel erasure. We design the code probability distributions for
CSA schemes with repetition codes and maximum distance separable codes to
maximize the expected traffic load, under both packet erasure channels and slot
erasure channels. By optimizing the convergence behaviour of the derived EXIT
functions, the code probability distributions to achieve the maximum expected
traffic load are obtained. Then, we derive the asymptotic throughput of CSA
schemes over erasure channels.
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